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NOTICE OF PRIVACY PRACTICES 
 

THIS NOTICE DESCRIBES HOW HEALTH INFORMATION ABOUT YOU MAY BE USED  
AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION. 

PLEASE REVIEW IT CAREFULLY. 
 
Who will comply with this notice? 
Stable Grounds respects the privacy and confidentiality of your health information. This Notice of Privacy 
Practices (“Notice”) describes how we may use and disclose your health information and how you can get 
access to this information. This Notice applies to uses and disclosures we may make of all your health 
information whether created or received by us.   
 
Our pledge to you: 
We are required by law to: (1) maintain the privacy of your health information and to provide you with 
notice of our legal duties and privacy practices; and (2) comply with the terms of our current Notice.  We 
reserve the right to change our practices and to make the new provisions effective for all health information 
we maintain.  If we do so, we will revise our Notice and make it available to you by posting it in a clear and 
prominent location.  You have a right to a paper or electronic version of this Notice and you also have a right 
to receive written notification of any “breach” of your unsecured protected health information, as that term 
is defined in 45 CFR §164.402. 
 
How we may use and disclose health information about you: 
The following lists various ways in which we may use and disclose your health information for purposes of 
treatment, payment and health care operations.  

▪ For Treatment.  We may use or disclose your health information in providing you with treatment and 
services and coordinating your care and may disclose your health information to other providers 
involved in your care.  For example, we may contact your primary care provider to discuss a diagnosis. 

▪ For Payment.  We may use or disclose your health information for billing and payment purposes.  We 
may disclose your health information to insurance or managed care company, Medicare, Medicaid or 
another third-party payor.  For example, we may send a bill to your insurance company and that bill may 
contain information that identifies you, your diagnosis, and treatment.  

▪ For Health Care Operations.  We may use and disclose your health information as necessary for our 
internal operations, such as for general administration activities and to monitor the quality of care we 
provide.  For example, health information of many patients may be combined and analyzed for purposes 
such as evaluating and improving quality of care and planning for services. 

Specific uses and disclosures of your health information without your authorization: 

▪ Health Care Messages.  Stable Grounds may use your information to call, email (if you provided an email 
address), text (if you provided a cell phone number), mail letters or postcards, or send to your patient 
portal to provide you with appointment reminders or other messages about your health care.  You may 
request that Stable Grounds not use one or more of those methods for providing reminders or other 
health care messages. 

▪ Individuals Involved in Your Care or Payment for Your Care.  Unless you object or unless prohibited by 
law, we may disclose health information about you to a family member, friend or other person you 
identify, including clergy, who is involved in your care. 

▪ As Required By Law.  We may use and disclose your health information when required by law to do so.  
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▪ Public Health Activities.  We may disclose your health information for public health activities. 

▪ Reporting Victims of Abuse, Neglect or Domestic Violence.  If we believe that you have been a victim of 
abuse, neglect or domestic violence, we may disclose your health information to notify a government 
authority.  

▪ Health Oversight Activities.  We may disclose your health information to a health oversight agency for 
activities authorized by law, such as audits, investigations, inspections and licensure actions.  

▪ To Avert a Serious Threat to Health or Safety.  When necessary to prevent a serious threat to your health 
or safety or the health or safety of the public or another person, we may use or disclose your health 
information to someone able to help lessen or prevent the threatened harm. 

▪ Judicial and Administrative Proceedings.  We may disclose your health information in response to a court 
or administrative order.  We also may disclose your health information in response to a subpoena, 
discovery request, or other lawful process, provided certain conditions are met.    

▪ Law Enforcement.  We may disclose your health information for certain law enforcement purposes, 
including, for example, to file reports required by law or to report emergencies or suspicious deaths; to 
comply with a court order, warrant, or other legal process; to identify or locate a suspect or missing 
person; or to answer certain requests for information concerning crimes.  

▪ Research.  We may use and disclose your health information for research purposes if the privacy aspects 
of the research have been reviewed and approved, if the researcher is collecting information in 
preparing a research proposal, if the research occurs after your death, or if you authorize the use or 
disclosure.   

▪ Coroners, Medical Examiners, Funeral Directors, Organ Procurement Organizations.  We may release 
your health information to a coroner, medical examiner, funeral director or, if you are an organ donor, to 
an organization involved in the donation of organs and tissue. 

▪ Disaster Relief.  We may disclose your health information to a disaster relief organization. 

▪ Military, Veterans and other Specific Government Functions.  If you are a member of the armed forces, 
we may use or disclose your health information as required by military command authorities.  We may 
disclose your health information for national security purposes or as needed to protect the President of 
the United States or certain other officials or to conduct certain special investigations.   

▪ Workers' Compensation.  We may use or disclose your health information to comply with laws relating 
to workers' compensation or similar programs.  

▪ Business Associates.  We may disclose your health information to our business associates under a 
Business Associate Agreement. 

Uses And Disclosures With Your Authorization: 
We will obtain your authorization for:  (1) most uses and disclosures of psychotherapy notes (as defined by 
HIPAA); (2) uses and disclosures of your health information for marketing purposes; and (3) disclosures that 
constitute a sale of your health information.  Except as described in this Notice, we will use or disclose your 
health information only with your written Authorization.  You may revoke an Authorization in writing at any 
time. If you revoke an Authorization, we will no longer use or disclose your health information for the 
purposes covered by that Authorization, except where we have already relied on the Authorization.  
 
Your Rights Regarding Your Health Information: 
Listed below are your rights regarding your health information, which you can exercise by making a request 
to us.  Each of these rights is subject to certain requirements, limitations and exceptions as detailed below.   
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▪ Request Restrictions.  You have the right to request that we restrict the way we use or disclose your 
health information for treatment, payment or health care operations.  However, we are not required to 
agree to the restriction except under limited circumstances.  For example, we must agree to your 
request to restrict disclosures about you to your health plan for purposes of payment or healthcare 
operations that are not required by law if the information pertains solely to a health care item or service 
for which you have paid us in full out of pocket.  If we do agree to a restriction, we will honor that 
restriction except in the event of an emergency.  

▪ Access to Personal Health Information.   You have the right to inspect and, upon written request, obtain 
a copy of your health information. 

▪ Request Amendment.  You have the right to request that we amend your health information.  Your 
request must be made in writing and must state the reason for the requested amendment.  We may 
deny your request for amendment under certain circumstances. If we deny your request for 
amendment, we will give you a written denial notice, including the reasons for the denial.  You have the 
right to submit a written statement disagreeing with the denial which will be included in your medical 
record. 

▪ Request an Accounting of Disclosures.  You have the right to request an “accounting” of certain 
disclosures of your health information.  This is a listing of disclosures made by us or by others on our 
behalf, but this does not include disclosures for treatment, payment and health care operations and 
certain other exceptions.  To request an accounting of disclosures, you must submit a request in writing.  
The first accounting provided within a 12-month period will be free; for further requests, we may charge 
you our costs. 

▪ Request Confidential Communications.  You have the right to request that we communicate with you 
concerning your health matters in a certain manner.  We will accommodate your reasonable requests. 

Special Rules Regarding Psychiatric/Mental Health, Substance Use Disorder And HIV-Related Information: 
For disclosures concerning certain health information such as HIV-related or substance use disorder 
treatment information or records regarding psychiatric or mental health care, special restriction apply.  
Generally, we will disclose such information only with your specific authorization. 
 
For Further Information Or To File A Complaint: 
If you believe that your privacy rights have been violated, you may file a complaint in writing with us or with 
the Office of Civil Rights in the U.S. Department of Health and Human Services at 200 Independence Avenue, 
S.W., Room 509 F, HHH Building, Washington D.C. 20201. We will not retaliate against you for filing a 
complaint. 
 
To file a complaint with us, contact the Privacy Officer, at: 203-747-8734 
 
Effective Date: _12/16/21_____ 


